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WHY?? NOT ONLY MOTIVATION....

Is PRIVACY ENGINEERING A CRAFT?
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BUT, it's not “data” that is minimized (in the system as a whole)

> kept in user devices
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> distributed over multiple servers: only the user, or colluding servers, can recover the data
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GREAT! BUT... HOW DO WE USE THESE STRATEGIES?
We make explicit the activities and reasoning in PRIVACY ENGINEERING DESIGN process
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Can we design good & systematically?
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THANKS!

ANY QUESTIONS?

More about privacy:
https://www.petsymposium.org/
http://www.degruyter.com/view/j/popets

carmela.troncoso@imdea.org
https://software.imdea.org/~carmela.troncoso/
(these slides will be there soon)

Template: http://www.brainybetty.com/
Figures: SlidesCarnival
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